Chapter 5

5.1.1 Purpose of the IP Address

1. What is an IP address and what must be done in order to communicate with other devices on the Internet?

2. To connect to the Internet, what should a host be assigned to?

3. What should every packet that is sent across the Internet have?

5.1.2 IP Address Structure

4. How many bits does an IP address have?

5. What is dotted decimal notation and why a dotted decimal number is entered when a host is configured with an IP address?

6. Which version is the 32-bit IP address defined?

5.1.2 (2)

7. Convert this binary IP into decimal equivalent:

11000000.10101000.00100001.000010100

5.1.2 (3)

8. Play the game and let me take a look at your score.

5.1.3(1) Parts of an IP Address

9. How many parts are the IP address made up of?

10. What does the first part identify and what does the second part identify?

11. What do routers need to know about the IP address?

12. Take a look a the graphic on the right and point out the two network numbers the router need to know.

5.1.3 (2)

13. Do the activity on Page 5.1.3.

5.1.4 (1) How IP Addresses and Subnet Masks Interact

14. What is a subnet mask and why is the subnet mask important?

15. The ____ in the subnet mask represent the network portion and the _____ represent the host portion.

16. When a host sends a packet, it compares its subnet mask to it own IP address and the destination IP address. 

· If the network bits match, how can the packet be delivered? 

· If the network bits do not match, what would happen to the packet?

17. If you don’t quite understand the graphic on the right, please ask questions.

5.1.4 (2)

18. What are the subnet masks we see most often with home and small business networking?

19. To calculate the number of hosts, we use this formula (2^8 = 256).  Why we subtract 2 from 256?

20. Why we only subtract 1 from 255?

5.2.1 IP Address Classes and Default Subnet Masks

21. Why should the IP address and subnet mask work together?

22. How many classes are IP addresses grouped into and what are they?

23. What are the commercial addresses and what is reserved for multicast use and what is for experimental use?

24. How many octets are there for the network portion and host portion in Class C and what is the default subnet mask?

25. How many octets are there for network portion and host portion for Class B and what is the default network mask?

26. How many octets are there for network portion and host portion for Class A and what is the default network mask?

27. Play the game on Page 5.2.1.

5.2.2(1) Public and Private IP Addresses

28. What are public addresses and what is the risk of the finite number of 32-bit addresses?

29. What is the solution to the problem?

30. What are the private addresses for Class A, Class B and Class C?

31. Why do we need private addresses?

32. A very large network can use the Class ________, which allows for over _________ million private address.

33. How many addresses does Class B private network provide?

34. How many address does Class C private addresses provide?

5.2.2(2)

35. Where are private addresses used?

36. Do multiple organizations use the same set of private addresses?

37. What are the benefits of the private addresses?

38. What is the network reserved for loop back addresses in Class A?

39. Play the game on Page 5.2.2(3)

5.2.3 (1) Unicast, Broadcast and Multicast Addresses

40. what is unicast?

41. For a unicast packet to be sent and received, what address must be in the IP packet header?

42. What addresses should be combined to deliver data to one specific destination host?

5.2.3 (2)

43. what is a broadcast and what does it do on the network?

44. Give an example of  a broadcast address?

45. What is the broadcast MAC address?

5.2.3 (3)

46. What is a multicast and what is the range of multicast addresses?

47. What can multicast be used as and give an example of multicast use?

48. What is the multicast MAC address?

49. Do the activity on Page 5.2.3(4) and let me take a look at the result.

